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N 40
o RS 7 08®]
RMS Settings
Configure the RMS company and contact information, then
click "Save."
| Contact Information || Company Informationl/——\
—— 42
* Required
Company Name | T 145
Location | e | 1
Phone Number | Je a7
Address 1
| 1 4
Address 2 | —1 48
Count
d G~ 4
City/Municipality | = 50
State/Province | [+~ 51
Province | L*\
~— 52
Zip/Postal Code | Tl 53
Time Zone J
| & |
[ Save ][ Cancel |
N

FIG. 2A
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P

(@  RMS Settings /@@@N //40

RMS Settings
Configure the RMS company and contact information, then
click "Save."”
m | Contact Information || Company Information |
—
* Required
Email | 7
Tl
Password | i_*\
Retype Password | T+ =56
Hint | 1/
First Name | | *
Last Name | | *
~T— 57
Title | Y e
Phone Number | ‘[T\ 59
Phone T .
one lype | \@/,__ 60
[ Save || Cancel |

FIG. 2B



US 9,166,870 B2

Sheet 4 of 35

Oct. 20, 2015

U.S. Patent

<

0L

V¢ "9Ol4
ZL¥S  -vaANg GL Gl BZ ~WNVN :SIUN0D JUSAT
[] pebpsi¥ovioN[  aeneg |  buwep | jeuopewuou] | umowxun [ qy-Jes | odv
4] _ i [»
o= 8l pasol] [ 1.19250vM | ~0ai uaaq sey ajepdn oN Z.£0119Z50VM £ Auedwo)
L 81l paso] [ 111¥POVM | oai Uaaq sey ajepdn ON 181011 L ¥POVM Ddv
[ 8Ll Pasol] | ~1zpES0VM | oel uaaq sey ajepdn ON 9550} ZFESOVM 06 OdV
[ v PesolD | “60001S0VZ | UOHBIOIA V [BJUBWIUOIIAUT 8516000150vZ Jouojsng [lewg— 52
1zl 8Ll pssoiD [~z00vze0dx | el usaq sey ajepdn oN Z60200¥2£04X Jawojsng
[} 806 PasoD | ""900G70VZ | UOBIOIA Y [BJUSWIUOIAUT YEFI00L5OVZ ¢ Jowio}sny
12\ gLl pesol | "1 16050vM | “0a1 usag sey ajepdn ON 1101 L E0S0VM 59/ Jowo}sn)
1zl z pasojD | "j95yB6IS | o8l Useq sel ejepdn ON ¥00071957663S v Bupse
[ il peso | 100¢y0a3 | /ey siow 10 U :SdN £261.0027003 | odio)
Rzl 8Ll paso|] | “Z0002€04X | oai uasq sey ajepdn ON £6420002€04X aoq suepht-—€4
1zl 5041 Pasoj) [G00LSPOVZ | UONBIOIA Y [BJUSWUOIAUT ¥85500L5v0VZ Jewoysng bigit— .
[ PasolD '00011650¥2 | UOIBIOIA  [BjUBWIUOIIAUT 1£20004L50VZ 1 Jowojsny
[ gLl pesol3 | "0LLLyE0VI| “oed useq sey ejepdn ON 0/20LLE¥E0VI SINY
2l T pasol) | "¢100p204% | 081 usaq sey sjepdn oN 58661 00204X p odio) el
1zl 8Ll pesoy | ~00/2€04X | " oel uaaq sey ajepdn oN GE1100Z804X £ AuBduion
2l il pasolg | 00001038 | 041 uaaq sey ajepdn oN 16000001038 sbbojq aof
2l paso[D | "#008150vZ|  UOREIOIA [ejualuoIiAUT 887¥008150VZ 6 JOUIOISNY
2l 8Ll PasolD | “19/p663S | 08! uaaq sey ajepdn ON 900019476635 | Bupsa
2l 8Ll paso[y | 911 1E04D| oaJ Usaq Sey ajepdn ON 261291 1€049 Jdv
7l ¥ pasolD | "e00Lyp0VZ | UoRelOA  [ejuaLILoIAUT vELE00LPVOVZ|  Jewaqisng Jeyjouy
[ 6 Pasoj] [ €001 ¥¥0VZ | UONBIOIA Y [BJUBLIUOIAUT VELE00L FPOVZ Bugsal 9dv
2l uado 0001 1S0vZ [OIA V/ [BJuBLUUCIIAUT 1£20001 160vZ uoneudio) awwdy
7l 6 usdo [€00Lpv0VZ JOIA / [BJUBLILOJIAUT YELE00LHOVZ Z Jowojsny
2l uado | G162P0VYM |  UOIBIOIA [BUBLIUCIIAUT ZZ00S16Z70VM } Jauwoisn)
\_|l_peal wneg ajelgaNalL | |, PiexoLL ,  lojduoseq Joypusp} Auedwon J—06
\ \ \ \ 0E:0€°9} S0/Z)/2) orepdn 158 __i&eé l_ a __<_ so)4
[ [ [ [ IERITPEEEPENSDIEES ERE
| t I I \ i
\ 00 86 9 6 8 26 u



US 9,166,870 B2

Sheet 5 of 35

Oct. 20, 2015

U.S. Patent

[eer9L sozkzl O =m= 2 | | snmg
_ | pesodarea
| \ZPO'EL SOZLZY|  pauadosteq | 0Z'€0EL SO/ZL/TL|  Peleaidaleq
‘S|ieUIA Juas 0s[e 'WA 8| pue psjeD - GO0z oQ'7) uebioigy
SSJON
F _ uonnjosay
_ | 8qoad Joy sisixa pjoysaiy feqeib aunmesedwal-yBiy selieuey ainyniSelu| SU) JO UOHBIOIA Y :|BjUSLILCIIA _ anss|
_D_ ES.uam@:aap_e_ o1 paubissy _ )_ :&o_ oy
_ _ o) | 1620001 150VZ| Iaypusp)
_ 89110 uyor c_nmo_ Loljeao’| _ Z Auedwiog _ Auedwon
_ 6G-2620001 150VZ| PexoLL
-~ v
Al OPLVE0LSE ] 20TY9L S0HEL | oo ode@swiaide ¥ Aueduio) usdp| " £z-01€10008V0VZ
=| TVeleosSe | ireL SoreLl | oo ode@swinide ¢ Auedwo) usdQ|  ¥1-988kvLISPOVY
“EVSLIZOLGE | 92°€0°E0 S0/ZLZ) | wododemueboig) Z Ruedwod uadQ|  66-2€2000}L50VZ
w| ELGLIZOVSE | 76'85'€0 S0/zLZL | oode@obopewo | Auedwo) uado|  Z-¥ELE00LPHOVZ
anss) pejeas) sjeq 0] paubjssy Auedwo?) aels | 19%01]
SLiE0L S0/ZMiT) ‘erepdn iseq SpJOSaY § | & sjayolL uado (v | siexalL el ||| 96
| [reiypny [ spews3 [ Ay ] sevol [ swesg

/ / / der | sool w3 a1
X]@] \ \ \ somgfAIUBAT SN DY &

L | J

~

0L

B0V

06

f
1ZA



US 9,166,870 B2

Sheet 6 of 35

Oct. 20, 2015

U.S. Patent

0L

2¢ 9Ol

810591 §02LEL O =I= ¢ _

_ ‘SNeIg

_ | pesopyeleq | | peusdo sieg
_ | Bupued sjeq | Wil GOTZLEL | pereals ejeq
SSJON Joejuo)

‘anss| ay} majaal o} u) 6uBbo s| ayg ‘ang fouen pajen

SeloN

J oL poubissy [a | usdo | aels

aUoYy _ adf)

80 AN | uoyesn

ang Aouep | PeO]

E1ZE12E12E )

00E2-C0E-9E9 SWOH

4

£578-veE-eel , U0

Jaquiny

adf) A

SI8qUIN 8UOY J0BJUCY)

woaadefdooi

WON auolJ| __ sBBofg Udor

wooadeow
woesadegoow

[
z MON auold 300 suep
l MaN 8oy d ong AoueN

0] paubjssy Auoud ¥

\ B 3>.r JoBlI0D ~t

= Juabe o4} LM UOIBIIUNWWICS 180] JOAISS JabRUBW ainXMSELU| aY1FS1V :9'9'L 20l G E ~ F1-092 71 ZEVOVd -

UOJeUlOju| 194011

[_tewupny § siews [ Aoy | sy | sueng J
/ | deA ool w3 a3

HEE

\.

\ / JOMBIAIUOAT SWY DdY &

1
0L cli 9L

-

0Ll



U.S. Patent Oct. 20, 2015 Sheet 7 of 35 US 9,166,870 B2

120

RMS Quarterly Report (June, 2005 - September, 2005) /

1 Corporation Drive, John Doe@sample.com
Corpo Town, RI01234
(123) - 123 4567

124

Executive Summary /
/Availability:

Sample Corporation Contact; John Doe } 122

126 Was your system availability compromised over the last quarter? Yes
Is there a potential risk for system availability to be compromised over the next quarter? Yes
ctions Reguired:
128 Inorder to avoid future issues, please review the Recommendations and Details section with:
- Air conditioning Technician
Event Summary 130 i /a 132
Severe 662 1,500 1
1,400
1,300 4
"200 4 7
Warning 1301 oo %
1,000 /
900 -
Informational 1570 ] /
600 /
500+
Total 3623 g /
G 7
0 / L
134 B Severe €1 Wamning & Informational
Severs Events
Total Description
500 Environmental: A fault exists at sensor 1 (Door 1)
133 Environmental: A fault exists at sensor 2 (Door 2)
7 InfraStruXure PDU: A violation of the undervoltage threshold exists for phase L1 of the main input
7 InfraStruXure PDU: A viclation of the undervoltage threshold exists for phase L2 of the main input
6 InfraStruXure PDU: A vialation of the undervoltage threshold exists for phase L3 of the main input
9 UPS: Cannot switch to bypass; the input voltage or frequency is not within its defined limits

FIG. 4



U.S. Patent Oct. 20, 2015 Sheet 8 of 35 US 9,166,870 B2

136

Recommendations
The Details section of this report contains data substantiating the foliowing recommendations.

Environmental Monitaring Units

- Humidity above 60%. High humidity can be damaging for metallic parts as well as being a hazard risk for live
electrical components. If the humidity is high, it is important to verify the proper operation of any de-humidifier. In
case there is no device to reduce the humidity, it is strongly recommended to address this as quickly as
possible.

While these issues are not immediately impacting the device, it is recommended that they be investigated.

FIG. 4 (continued)
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138
Details / 140
uPs Load (%)

Phase 1 Phase2 | Phase3 | Balanced Runtime (min)

ED0318003562
Symmetra B0K.ISX (my Sym) | 55.0 60.0 50.0 YES 880.0
YS0303210738
Smart-UPS RT 5000 XL.ISX NA 9999.0
WA9925002140
Silican DP310E.ISX 0.0 0.0 0.0 YES 256.0
ED0440002046
Symmetra LX 16000.1SX 60.0 50.0 YES 2020

142
f

UPS Power (Watts) Power Factor
Phase 1| Phase 2 | Phase 3 | Total | Balanced | Phase 1| Phase 2 | Phase 3 | Total

JL1015200422345
678 14 14 14 4.2 YES| |1.0 1.0 1.0 3.0

1 devices need attention
Only PDU devices that support power values are shown.

r 144
Environment Prabe 1 Probe 2
Temperature Humidity | Temperature Humidity

WA0412160047
Environmental Management System.ISX

Temperatures expressed in Degrees Fahrenheit

FIG. 4 (continued)
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RMSG3DEVSTL Remote Monitoring Service Company

Power Distribution Units /N 1 device needs attention.
Environmental Units @ No devices need attention.
Network Cooling Systems @ No devices need attention.
Uninterruptible Power Supplies @ 1 device needs immediate attention.
Other Devices ) |Serial Name Location
| ED0515001637 NIA NIA |

Profile Validation

AN
Contract Status VAN

FIG. BA
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REMOTE MONITORING SYSTEM

RELATED APPLICATIONS

This application is a continuation of U.S. application Ser.
No. 12/044,696, entitled “REMOTE MONITORING SYS-
TEM,” filed on Mar. 7, 2008, now U.S. Pat. No. 8,145,748
which claims priority under 35 U.S.C. §119(e) to U.S. Pro-
visional Application Ser. No. 60/893,772, entitled
“REMOTE MONITORING SYSTEM,” filed on Mar. 8, 2007
and is a continuation in part of U.S. application Ser. No.
11/302,578, entitled “METHOD AND SYSTEM FOR
REMOTE MONITORING OF A POWER SUPPLY
DEVICE WITH USER REGISTRATION CAPABILITY,”
filed on Dec. 13, 2005, which claims priority under 35 U.S.C.
§119(e) to U.S. Provisional Application Ser. No. 60/635,797,
entitled “REMOTE MONITORING SYSTEM,” filed on
Dec. 13, 2004. Each of these applications is herein incorpo-
rated by reference in its entirety.

BACKGROUND OF INVENTION

Today, companies and persons rely on having consistent
supply of power to electronic devices more than ever. Without
power, companies may be unable to manufacture goods, or to
operate at all, such as if the company is in the business of
supplying information over the Internet. Without power, busi-
nesses and individuals may be completely incapacitated
regarding critical activities, such as making goods, providing
services, and transacting personal finances (e.g., filing tax
returns, and paying bills).

Frequently, individuals and companies monitor the supply
of power to electronic devices or facilities to ensure that their
affairs and/or businesses are not significantly affected by a
power outage, a change in status or some other power alter-
ation. Uninterruptible power supplies (UPSs) are often used
to provide backup power in case of a power outage. UPSs are
commonly used on computing equipment to guard against
data being lost due to a power outage before the data are
saved. UPSs used with computing equipment also help to
guard against a loss in service by providers of information
over the Internet, such as by servers, e.g., hosting web pages.

Device status is often monitored and reported to the indi-
vidual or company owning a device using email notification
or the Plain Old Telephone System (POTS), which requires
the installation of a remote monitoring unit at the customer
site and is physically dialed into to get updates and specifics.
Frequently, companies are obligated to provide manpower at
substantial cost so that electronic devices can be monitored
and reported on a regular basis.

SUMMARY OF INVENTION

In general, in an aspect, the invention provides a method for
monitoring and reporting information regarding status of a
power supply/management device operated by a user. The
method includes detecting the status of the device using a
monitoring device having an application interface configured
to communicate over a communication network, generating a
status update indication using a self-describing computer lan-
guage and sending the status update indication over the com-
munication network to a remote computer, and associating
the user with the status update information for the remote
device using the remote computer.

Implementations of the invention may include one or more
of'the following features. The method can include sending the
user registration information to the remote computer which
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2

may comprise sending the user registration information via
email. Sending the user registration information to the remote
computer can comprise sending the user registration infor-
mation via HT TP post. Sending the status update indication to
the remote computer can comprise sending the status update
indication via HT TP post. The method can include generating
auser registration using a self-describing computer language
and sending the user registration to the remote computer. The
method may also include associating the user with the status
update information for the remote device using mapping of
the user and the device. Sending the user registration infor-
mation to the remote computer can comprise sending the user
registration information via a web service, the web service
communicating the user registration to the remote computer.
The self describing computer language can include eXten-
sible Markup Language (XML).

In general, in another aspect, the invention provides a sys-
tem for communicating via a communication network with
remote devices connected to at least one management device
to monitor and supply a status associated with the remote
devices. The system includes a first communication interface
connected to the at least one management device configured
to transfer status data associated with the remote devices over
the communication network, a second communication inter-
face configured to transfer data related to a user registration
for auserhaving at least one remote device in communication
with the communication network, a processor configured to
receive the status data and the user registration data over the
communication network and associate the user registration
data with the status data associated with the remote devices,
and a manager coupled to the processor and configured to
receive and report the status data to the user

Implementations of the invention may include one or more
of the following features. The second communication inter-
face can include a remote monitoring service web site on
which the user enters user registration data. The manager can
produce an event ticket when the status data associated with
the remote device indicates a change in status. The processor
can be further configured to inspect and manage user con-
tracts/agreements associated with the user, and associate the
status data and the user registration data based on information
in the user contract. The manager can create an executive
report and communicates the executive report to the user over
a third communication network. Device data retrieved can be
utilized for data mining, predictive failure analysis, sales
support, quality improvement and technical service support.

Characteristics of the invention may include one or more of
the following capabilities. A monitoring center can provide a
human interface for analyzing and reporting data related to
devices at remote locations. Customers can be directly con-
tacted via phone, email or other means upon severe event
occurrence. Service start-up of devices is monitored by the
remote monitoring center. Device registration can be per-
formed automatically in response to device purchase. Out-
sourcing for management of tickets, contracts/agreements or
bulletin board notices may be alleviated. Data may be ana-
lyzed to determine maintenance needs. Implementation of
additional remote monitoring devices at the site of electronic
devices is avoided. Troubleshooting can be accomplished via
a service center and can occur at the time of event occurrence.
Devices can be controlled via the remote monitoring service
to alter operations when events occur. Manpower for moni-
toring internal systems at the customer site and cost related
thereto can be reduced.
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These and other capabilities of the invention, along with
the invention itself, will be more fully understood after a
review of the following figures, detailed description, and
claims.

BRIEF DESCRIPTION OF DRAWINGS

The accompanying drawings are not intended to be drawn
to scale. In the drawings, each identical or nearly identical
component that is illustrated in various figures is represented
by a like numeral. For purposes of clarity, not every compo-
nent may be labeled in every drawing. In the drawings:

FIG.1is adiagram of a system for monitoring power status
information for a remote location.

FIGS. 2A and 2B are exemplary screen displays for user
registration associated with monitored locations.

FIGS. 3A-3C are exemplary screen displays of event man-
agement information associated with monitored locations.

FIG. 4 is an exemplary report of status information asso-
ciated with a monitored location.

FIG. 4A is a computer monitor showing an exemplary
report of status information as described in FIG. 4.

FIG. 5 is a block flow diagram of a process of monitoring
power status information for a remote location.

FIG. 6 is an example user interface according to one
embodiment of the present invention that may be presented as
acompany home page to a user by aremote device monitoring
system.

FIG. 6a is another example user interface according to one
embodiment of the present invention that may be presented as
part of a company home page to a user by a remote device
monitoring system.

FIG. 65 is another example user interface according to one
embodiment of the present invention that may be presented as
part of a company home page to a user by a remote device
monitoring system.

FIG. 7 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to explain sys-
tem functionality.

FIG. 8 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to enter com-
pany information.

FIG. 9 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to enter facility
information.

FIG. 10 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to enter contact
information.

FIG. 11 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to enter user
information.

FIG. 12 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to associate
contacts with devices.

FIG. 13 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to enter report-
ing preferences information.
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FIG. 14 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to validate
company profile information.

FIG. 15 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to configure a
business rule.

FIG. 16 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to execute a
business rule.

FIG. 17 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to develop a
business rule.

FIG. 18 is another example user interface according to one
embodiment of the present invention that may be presented to
auser by aremote device monitoring system to display moni-
tored device status information.

FIG. 19 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to display KPI
overview information.

FIG. 20 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to display KPI
statistics information.

FIG. 21 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to display ser-
vice level information.

FIG. 22 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to display
delayed acknowledgement information.

FIG. 23 is another example user interface according to one
embodiment of the present invention that may be presented to
a user by a remote device monitoring system to display a
geographical representation of monitored devices.

FIG. 24 shows a general-purpose computer system upon
which various embodiments of the invention may be prac-
ticed.

FIG. 25 illustrates a storage device of a general-purpose
computer system.

FIG. 26 depicts a network of general-purpose computer
systems.

FIG. 27 is a flow chart of a method of completing a com-
pany profile according to one embodiment of the invention.

DETAILED DESCRIPTION

This invention is not limited in its application to the details
of construction and the arrangement of components set forth
in the following description or illustrated in the drawings. The
invention is capable of other embodiments and of being prac-
ticed or of being carried out in various ways. Also, the phrase-
ology and terminology used herein is for the purpose of
description and should not be regarded as limiting. The use of
“including,” “comprising,” or “having,” “containing”,
“involving”, and variations thereofherein, is meant to encom-
pass the items listed thereafter and equivalents thereof as well
as additional items.

Various embodiments of the present invention provide
techniques for monitoring devices from a remote location.
Also, various aspects of the present invention relate to report-
ing the status of devices and controlling devices from the
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remote location. According to one embodiment, devices can
be monitored at distributed locations, reported to a central-
ized monitoring system and controlled by the centralized
system.

Remote management can be accomplished using a web
portal, an application interface and a remote monitoring event
manager. The application interface is associated with elec-
tronic devices. As discussed below in one embodiment, the
application interface enables the electronic devices to com-
municate with other computing devices through a computer
network. Data collected from the application interface can be
transported to the event manager as an email. Data collected
from the application interface and the web portal can be
displayed as Hyper Text Transfer Protocol (HTTP) post data
atthe remote monitoring center. Customer information can be
sent from the monitored device at startup, and can be XML
formatted. Device data can also be XML formatted. The
system includes a built in trouble ticketing system and a
notification system. The notification system may include
rules that define which contact personnel should be notified
when a particular electronic device encounters an anomaly.
These rules, termed escalation rules, may also include the
order in which personnel should be contacted as well as the
preferred mode of communication for each contact. A cus-
tomer having a device can utilize a remote monitoring system
web site to enter contact information, create and view reports
and define event escalation rules that are related to the moni-
tored devices. The application interface acts as a proxy
between the device and the event manager at the remote
monitoring center. The event manager monitors incoming
device alarms at a location remote from the devices. Devices
monitored can include, for example, uninterruptible power
supplies (UPS’s), cooling devices, environmental probes, and
power distribution devices. Devices can include power man-
agement software or a management device to monitor perfor-
mance of the devices. Devices containing the power manage-
ment software can be distributed throughout the country, and
even globally. Reports on the status of devices can be gener-
ated and information provided to users in various ways such
as over the Internet. Other embodiments are within the scope
of the invention.

Referring to FIG. 1, a system 10 includes a customer site
12, a communications network 14 and a remote monitoring
center 16. The customer site 12 includes monitored devices
18, a management device (MD) 22, a remote monitoring
system application layer interface (API) 24 and a web portal
26. Each device 18 can have its own MD 22. The remote
monitoring center 16 includes a database 30, a server 32 and
an event manager/viewer 34. The server 32 and the remote
devices 18 are configured with communication interfaces and
coupled for uni-directional communication with the network
14. For example, the API 24 is embedded in the MD 22 to
allow communication between the devices 18 and the net-
work 14. In an alternate embodiment, remote devices 18 may
communicate bi-directionally with network 14 indepen-
dently of MD 22. The API 24 can be embedded within a
management device, an ISX Manager®, and/or Power-
Chute® Business Edition (PCBE), or other hardware and
software applications, for example. In at least some embodi-
ments, the MD 22 is coupled directly to the communications
network 14. In one embodiment, MD 22 may include a sup-
port call button that when actuated may establish an interac-
tive communication session, such as a phone call or chat
session, with staff located at remote monitoring center 16.
Customer identification information, e.g. telephone number,
may be included when establishing the session and the
medium of communication may be network 14. In other
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embodiments, the support call button may be located on
devices 18 or elsewhere, and the interactive communication
session may use a medium other than network 14, such a
standard telephone line. The server 32 can be, e.g., a single
computer server or a bank of servers, and information flowing
into and out of the bank of servers may be load balanced. The
communication network 14 can be any of a variety of com-
munication networks currently known (e.g., the Internet, a
local area network (LLAN), a wide area network (WAN), an
integrated services digital network (ISDN), a wireless net-
work, a POTS based network, etc.) or developed in the future.
Although only one server 32 and three remote devices 18 are
shown, other numbers of servers 32 and/or remote devices 18
may be used. For example, the monitoring center 16 may
include a web server and a mail server separately. The moni-
tored devices 18 can be any of several types of devices includ-
ing any device that may be capable of communicating with a
computing device such as general purpose computing system
400 discussed with regard to FIG. 24 below, e.g., uninterrupt-
ible power supplies, battery management systems or other
electronic devices or groups of electronic devices, etc. The
monitored devices 18 may be disposed remotely from each
other such as in different zip codes, cities, counties, states, or
countries.

The devices 18 communicate with the MD 22, which
accepts data related to the status of the devices 18. Remote
monitoring units other than the MD 22 can directly interact
and communicate with the server 32 over the network 14. The
MD 22 includes a processor for performing instructions in
software in the API 24. The software in the MD 22 is also
configured for general interaction with the devices 18. The
MD 22 is configured to detect power status, temperature,
humidity, load and other status information at the devices 18.
In one embodiment, MD 22 may receive commands for one or
more devices 18 from RMS website 27 through network 14 as
discussed below. MD 22 may then communicate these com-
mands to devices 18 for further processing. In an alternate
embodiment, devices 18 may receive commands directly
from RMS website 27 through network 14. Devices 18 may
expose to the customer an interface to configure which com-
mands may or may not be executed from RMS website 27
through network 14. The API 24 is embedded in the MD 22
and is configured as a software program to provide an inter-
face between the devices and the server 32 at the remote
monitoring center 16. The API 24 processes the information
collected and sends the information via the communication
network 14 to the server 32. The API 24 is configured to
receive information regarding status from the server 32 via
the network 14. Other configurations of the API 24 are pos-
sible such as pure hardware configurations, or combinations
of hardware and software, etc.

The MD 22 can detect that a device 18 switches and/or has
switched to battery operation, detect increases/decreases in
temperature, and detect other activity indicating an event,
such as an outage or a reduction or increase in power exceed-
ing a threshold. In one embodiment, devices 18 may commu-
nicate status information, or events, which include an escala-
tion instruction. These events may result in special
highlighting of the status information in event manager as
discussed with regard to FIG. 18 below. In response to an
event, the MD 22 produces and sends an indication of the
event (e.g., power failing to meet requirements) that gets
transmitted through the network 14 to the server 32. The event
indication provides the server 32 with a variety of information
regarding the event. For example, the information can include
atime ofthe event. The MD 22 is configured to determine and
report resolution of an event. The MD 22 is further configured
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to detect status information other than power considerations,
such as load considerations, temperature, and humidity.

Information provided to the server 32 through the API 24 in
the MD 22 is preferably provided using a low-level protocol
and is done in a manner to reduce the likelihood of simulta-
neous high-reporting traffic. For example, the information is
provided using an HTTP POST command, via email, via web
services or via other techniques. The information is reported
asynchronously from the API 24. Techniques can be used to
help prevent reporting congestion including aggregating mul-
tiple power events into a single report and reporting them in
one transaction.

The API 24 is configured to provide heartbeat signals to the
server 32. The heartbeat signals provide periodic (or possibly
aperiodic) indicia that the devices 18 are operational and that
the equipment between the API 24 and the server 32 is opera-
tional and connected. The server 32 is configured to expect
the heartbeat signals from the reporting units and to respond
if one or more of the heartbeat signals are not received, e.g.,
within an expected time frame. For example, if no heartbeats
are received in a threshold amount of time, the server 32 may
determine that a failure has occurred in the reporting units, the
devices 18, the network 14, and/or one or more connections of
these devices/systems to the server 32. The server 32 may
respond by indicating a failure. If multiple heartbeats from
multiple reporting units are not received within the same time
frame, the server 32 may surmise that the network 14 has
failed or that another, relatively global (as opposed to isolated
to a particular reporting unit) failure has occurred, such as a
large-scale power outage.

The web portal 26 is configured to communicate over the
network 14. Information entered at the web portal 26 is com-
municated to the event manager 34 via the network 14. The
web portal 26 allows a customer to enter and modify profile
data (e.g., customer registration info), view contracts/agree-
ments, define event escalation rules related to the operation of
adevice 18, view an alarm/event log and view device specifics
(product and model type) and data points. The customer reg-
istration information describing and/or identifying the cus-
tomer and entered at the web portal 26 is sent to the database
30 for storage at the monitoring center 16. The server 32
processes the customer data with incoming data from the API
24. Customer data is associated with the device data at the
monitoring center 16. Customer data is preferably sent once
and mapped to the device 18 serial numbers, e.g., by cross
referencing purchases made by the customer. The customer
information is sent in XML format. The API 24 also sends
device data in XML format, in configurable time periods, e.g.,
heartbeat data every 10 minutes and status data every 8-24
hours, although other formats are possible. For example, the
customer registration information can be transmitted via a
web service operated by the remote monitoring center 16. The
customer can log on and enter registration information on a
Remote Monitoring System (RMS) web page, e.g., hosted by
a server associated with the RMS 16, and transmit the entered
data via a web service to the server 32. The server 32 is
configured to host the web page for information entry.

Through the web portal 26, on-line help is available. In one
embodiment, access permissions/user roles, which are clas-
sifications of users that may enable access to specific sets of
system functionality, at the web portal 26 include Network
Operations Center (NOC) super administrators, NOC admin-
istrators, NOC user, company administrators (e.g., for editing
customer data and creating company users), and company
user, which can be designated as read-only. In another
embodiment, access permissions/user roles may include
NOC super administrator, NOC Administrator, Administra-
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tor, and Read Only. Other access permissions can be enabled.
The web portal 26 defines alarm/event escalation based on
activity from the devices 18. Real time data graphs are gen-
erated based on the activity monitored and recorded at the
monitoring center 16.

The customer registration information entered at the web
portal 26 is transmitted via a website operated by the remote
monitoring center 16. Alternatively, the website 27 can be
operated by a party other than the remote monitoring service
16 provider. The customer logs on and enters registration
information on a Remote Monitoring Service web page, and
transmits the data via the communication network 14 to the
server 32.

The server 32 is configured to receive and process (e.g., in
a server processor) incoming power anomaly/event indicia
from the API 24 and to provide server output signals that
include power status information such as accumulated/aggre-
gated and collated power anomaly information. The server 32
collects data from multiple individuals/companies/devices/
organizations/locations. Information processed by the server
32 is stored in the database 30. The server 32 is configured to
determine start times and end times of power anomalies and
associated locations ofthe power anomalies. For example, the
server determines start and end times by processing received
indicia of beginnings and ends of power events, with associ-
ated information as to locations of the reporting units and/or
the corresponding devices 18. The server 32 is configured to
determine timing of events, as events are time stamped (or by
cross-referencing a clock, etc.).

The server 32 accumulates the event information and other
device information received to determine status reports on a
per customer basis and provides reports to the event manager
34 and/or the customer. The reports indicate events occurring
at one or a number of locations, and identify the device 18
affiliated with an event. The server 32 processes the informa-
tion, whether the information is in email format, HTTP for-
mat or other known data formats. The data is parsed and
stored on the database 30.

The event manager 34 is configured to receive and process
output signals from the server 32 to provide desired informa-
tion to users of the remote devices 18. For example, the server
32 receives data and associated customer information and the
data are displayed by the event manager 34. The event man-
ager 34 also evaluates the server output signals to determine
whether action at the customer site 12 is warranted/desirable.
The event manager 34 monitors incoming device alarms that
are sent from the API 24. The API 24 acts as a proxy between
the device 18 and the event manager 34, and substantially all
data are sent through the API 24. The server 32 receives
customer data via HTTP and device alarms via HTTP, both in
XML format. The event manager 34 provides a hypertext link
to the remote monitoring system web site 27.

The event manager 34 provides a built-in trouble ticketing
system associated with the incoming alarms. Trouble ticket
viewing is restricted to designated individuals at the customer
site 12. Trouble ticket viewing can be provided, for example,
at two permission levels: NOC personnel and Remote Moni-
toring System customers. The web portal 26 includes a built-
in bulletin board for internal NOC notification. From the
event manager 34, the monitoring operation center has a
hyperlink to the remote monitoring website 27. Device infor-
mation is retrieved from the remote service website 27. In one
embodiment, remote service website 27 may be implemented
using a general-purpose computer as discussed below with
reference to FIG. 24.

In another embodiment, RMS website 27 may expose sys-
tem interface 42 to share device and other information with
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external system 44. The monitored device information that
may be shared in this manner includes device model, serial
number, firmware version and geographic location. Other
shared information may include escalated support events that
require firmware upgrades or hardware replacement. In one
embodiment, the external system which receives this infor-
mation may be, for example, Siebel Customer Relationship
Management (CRM) applications available from Oracle Cor-
poration of Redwood Shores, Calif. When so coupled, infor-
mation regarding newly installed devices, changes in previ-
ously installed device, and escalated support events may
automatically flow from the devices in the field into the Siebel
CRM application, thus ensuring the CRM application has
current data. Although various embodiments of the present
invention may be implemented in the Siebel CRM applica-
tion, it should be appreciated that various aspects of the
present invention may be implemented with other CRM or
other types of external systems, and the invention is not lim-
ited to any specific external system.

In another embodiment, the external system which
receives the device information may be the well-known
Google Earth application commercially available from
Google, Inc. of Mountain View, Calif. When so coupled,
information regarding the geographic location of newly
installed devices and escalated support events involving those
devices may automatically flow from the devices into the
Google Earth application. Monitoring center staff may then
use the Google Earth application to obtain a geographic rep-
resentation of their monitored device installed base, including
the operating condition of the devices. This geographic rep-
resentation may enable monitoring center staff to diagnose
issues, such as power outages, that affect multiple devices and
facilities. FIG. 23 illustrates one embodiment in which a
geographic representation of a monitored device may be col-
ored according to the operational condition of the device. For
example, device 2300 may be colored green when the device
is operating normally. Device 2302 may be colored yellow
when it is operating in a warning state. Device 2304 may be
colored red when it is operating in a critical state.

In yet another embodiment, RMS website 27 may include
promotions module 40 which compares customer device
information to device roadmaps and sales promotions to
determine attractive upgrade plans for the customer. These
upgrade plans may then be communicated to the customer
when the customer accesses web portal 26.

In a further embodiment, RMS website 27 may expose an
interface that enables monitoring center staff, or other authen-
ticated users, to take corrective action by issuing device com-
mands to devices 18. These commands may include, for
example, modification of thresholds, turning devices on and
off and modification of firmware versions, among other com-
mand types that perform other corrective actions.

With continued reference to FIG. 1, and referring to FIGS.
2A-2B, a user having at least one device 18 registers for the
monitoring system by completing profile data at the web
portal 26. An RMS Settings screen 40 includes a company
information page 42 and a contact information page 44. In
one embodiment, company information page 42 may prompt
auser for entry of a company name 45, a location 46, a phone
number 47, an address 48, a country 49, a city 50, a state 51,
a province 52, a zip code 53 and a time zone 54. Other fields
can be included on the company information page 42 (e.g.,
fields suited for other countries).

The contact information page 44, shown in FIG. 2B, may
be displayed to a user, and may prompt for entry of an email
address 55, a password setting 56, a name 57, a title 58, a
phone number 59 and a phone type 60. Data entered may be
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saved in the remote monitoring system database 30 or any
other location. In one embodiment, data saved in the remote
monitoring system database 30 may be accessible over the
web portal 26 at the customer side and by the event manager
34 on the monitoring side. The RMS website 27 is accessed
by the customer to update contact information. Customer
information is sent to the monitoring center 16 from the
monitored device 18 upon startup of the device 18.

In one implementation, customer information is XML for-
matted and is sent in an HTTP post and/or in an email mes-
sage. Device registration may be completed automatically by
associating the device 18 with a customer using knowledge of
which device 18 (including unique identifiers, e.g., serial
numbers) the customer is using or has purchased. As is
known, XML is a self-describing computer language. XML
allows the creation and format of custom document tags, as
opposed to HTML which has fixed tags, e.g. <HEAD> and
<BODY>. The exemplary customer XML template used to
generate the customer registration information sent to the
event manager may be structured similarly to the following
example:

<?xrnl version="1 0 encoding”UTF-87>
<1--DTD generated by XMLSpy v4.4 U (http://www.xmlspy.com)-->
<!{ELEMENT APCRMCustLink (Company+)>
<!ATTLIST APCRMCustLink
xmlns:xsi CDATA #REQUIRED
xsi:noNamespaceSchemal.ocation CDATA #REQUIRED
>
<!ELEMENT Address 1 EMPTY>
<{ELEMENT Address2 EMPTY>
<IELEMENT Company (CompanyName, CompanyPhone, LocationList,
DeviceContactList)>
<!IELEMENT CompanyName EMPTY>
<!ELEMENT CompanyPhone EMPTY>
<tELEMENT Contact (FirstName, LastName, EmailAddress, Password?,
Title, PhoneList)>
<!ATTLIST Contact
Status (Active | Inactive) #REQUIRED
Role (Admin | User) #REQUIRED
Owner (False | True) #REQUIRED
>
<!ELEMENT ContactList (Contact+)>
<{ELEMENT CountryCode (#PCDATA)>
<!ELEMENT Device (DeviceDescription)>
<!ATTLIST Device
Model CDATA #REQUIRED
Identifier CDATA #REQUIRED
Parentldentifler CDATA #IMPLIED
>
<!ELEMENT DeviceContact EMPTY>
<!ATTLIST DeviceContact
EmailAddress CDATA #REQUIRED
Identifier CDATA #REQUIRED
Priority (1121314 15)#REQUIRED
>

<!ELEMENT DeviceContactList (DeviceContact+)>
<!ELEMENT DeviceDescription EMPTY >
<IELEMENT DeviceList (Device*)>
<{ELEMENT EmailAddress EMPTY>
<{ELEMENT FirstName EMPTY>
<{ELEMENT LastName EMPTY>
<!ELEMENT Location (LocationName, Address1, Address2?,
Municipality, Region, PostalCode, CountryCode, Timezone,
ContactList, DeviceList)>
<!ELEMENT LocationList (Location+)>
<!ELEMENT LocationName EMPTY>
<{ELEMENT Municipality EMPTY>
<!ELEMENT Password EMPTY>
<!ELEMENT Phone EMPTY>
<!ATTLIST Phone
Type (cell | fax | home | office | phone) #REQUIRED

<!ELEMENT PhoneList (Phone+)>
<!ELEMENT PostalCode EMPTY>
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-continued

<!ELEMENT Region EMPTY>
<!ELEMENT Timezone EMPTY>
<!ELEMENT Title EMPTY>

Various embodiments of a computer-based interface
enabling entry and maintenance of company profile data are
illustrated in FIGS. 7-14. In one embodiment, a Profile Wiz-
ard may be exposed through web portal 26 as shown in FIG.
1 and may be displayed in a window of a general-purpose
computer as discussed below with reference to FIG. 24. As
discussed herein, the “Profile Wizard” is a utility within a
software application that permits the user to manage company
contact and monitored device information.

The Profile Wizard may be developed using well-known
Internet technologies such as Java, Java Script, AJAX, HTML
and XML. Although various aspects of the invention may be
developed using browser-based computing tools, it should be
appreciated that any programming language, framework, or
environment may be used, and the invention is not limited to
any particular implementation.

The Profile Wizard may guide the user through the process
of creating a company profile and may include screens 700-
714 which prompt the user to enter company profile informa-
tion. Some user interface elements with similar functionality
may be depicted with a similar appearance on multiple Profile
Wizard screens. These common elements may include navi-
gation elements 728, 820 and 700-722 and screen information
section 726. Navigation elements 700-714 may allow the user
to navigate, respectively, to welcome screen 700, company
screen 800, facilities screen 900, contacts screen 1000, users
screen 1100, devices screen 1200, preferences screen 1300
and validation screen 1400. Navigation elements 716-722
may lead, respectively, to system administration functional-
ity, company home page 600, and help documentation. When
actuated, user interface element 722 may log the user off of
the system. Screen information section 726 may present the
user with helpful information regarding the Profile Wizard
screen currently displayed. Navigation element 728 may
allow the user to move to the next Profile Wizard screen. As is
common in the art, the user interface may highlight any infor-
mation that is required by the system and the system may
restrict the choices presented to the user for entry of certain
types of information.

Specifically with regard to FIG. 7, welcome section 724
may greet the user with information regarding the system and
the purpose of the Profile Wizard.

FIG. 8 illustrates a Profile Wizard screen that may be
directed toward gathering information regarding a company
that owns the monitored device and an individual at the com-
pany who is responsible for maintain the device profile, i.e. a
company contact. Company screen 800 may include com-
pany section 802 and additional common navigation element
820. Navigation element 820 may allow the user to move to a
previous Profile Wizard screen. Company section 802 may
include several user interface elements, including phone
number list 804, phone number priority assignors 806 and
808, contact subsection 810, phone number entry subsection
812 and phone number entry user interface elements 814, 816
and 818.

Contact subsection 810 may display or, when used in con-
junction with phone number entry subsection 812 below,
enable additions or changes to company contact identification
information. This information may include the company con-
tact’s name, title and company.
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Phone number entry subsection 812 may enable the user to
record and associate new phone numbers with a company
contact. After entering a phone number and the type of phone
line identified by the phone number, e.g. cell, home, pager,
etc., the user may record the phone number, and the associ-
ated company contact, by actuating user interface element
814. Similarly, after selecting a recorded and associated
phone number in phone number list 804, the user may erase
the selected phone number by actuating user interface ele-
ment 816. Finally, the user may abort recordation or erasure
by actuating user interface element 818.

As discussed above, phone number list 804 may present
recorded phone numbers associated with a company contact.
Phone number list 804 may show each recorded phone num-
ber, the order in which each phone number should be called
(priority ranking), and the phone line type. By selecting a
particular phone number from the list and actuating user
interface element 806, the user may increase the priority
ranking of the selected phone number relative to the other
recorded and associated phone numbers. Similarly, by actu-
ating user interface element 808, the user may decrease the
priority ranking of the selected phone number.

FIG. 9 depicts a Profile Wizard screen for gathering infor-
mation regarding facilities that a company operates. Facilities
screen 900 may include facility section 902. Facility section
902 may include facility entry subsection 904, facility list 912
and user interface elements 906-910.

Facility entry subsection 904 may permit the user to add or
modify facilities associated with a company profile. This
information may include facility name, address, country, city,
state or province, postal code and time zone. Once any
required information has been entered, the user may record
the facility information and associate it with the company
profile by actuating user interface element 906. Similarly,
after selecting a recorded and associated facility in facility list
912, the user may erase the selected facility information by
actuating user interface element 908. Lastly, the user may
abort recordation or erasure by actuating user interface ele-
ment 910.

Facility list 912 may display a list of recorded facilities that
are associated with the company profile.

FIG. 10 shows a Profile Wizard screen for gathering infor-
mation regarding contact personnel associated with the com-
pany profile. Contacts screen 1000 may include contact sec-
tion 1002. Contact section 1002 may include contact entry
subsection 1004, phone number entry subsection 1012, phone
number list 1020, contact list 1026 and user interface ele-
ments 1006-1008, 1014-1018 and 1022-1024.

Contact entry subsection 1004 may permit the user to add
or modify contacts associated with the company profile. This
information may include contact name, title, email address,
facility, any comment or notes, whether the contact is active
and whether contact is responsible for maintaining company
profile regarding a monitored device. Once any required
information has been entered, the user may record the contact
information and associate it with the company profile by
actuating user interface element 1006. Similarly, after select-
ing a recorded and associated contact in contact list 1026, the
user may erase the selected contact information by actuating
user interface element 1008. Lastly, the user may abort recor-
dation or erasure by actuating user interface element 1010.

Phone number entry subsection 1012 may enable the user
to record and associate new phone numbers with a contact.
After entering a phone number and the phone line type, the
user may record the phone number and associate it with the
contact currently selected in contact list 1026 by actuating
user interface element 1014. Similarly, after selecting a
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recorded and associated phone number in phone number list
1020, the user may erase the selected phone number by actu-
ating user interface element 1016. Finally, the user may abort
recordation or erasure by actuating user interface element
1018.

As discussed above, phone number list 1020 may present
recorded phone numbers associated with a contact. Phone
number list 1020 may show each recorded phone number, the
priority ranking, and the phone line type. By selecting a
particular phone number from the list and actuating user
interface element 1022, the user may increase the priority
ranking of the selected phone number relative to the other
recorded and associated phone numbers. Similarly, by actu-
ating user interface element 1024, the user may decrease the
priority ranking of the selected phone number.

Contact list 1026 may display a list of recorded contacts
that are associated with the company profile.

FIG. 11 illustrates a Profile Wizard screen for gathering
information regarding individuals in the company that will be
system users. Users screen 1100 may include user section
1102. User section 1102 may include user entry subsection
1104, user list 1112 and user interface elements 1106-1110.

User entry subsection 1104 may allow the user to add or
modify users associated with a company profile. This infor-
mation may include contact name, user login, user password,
a hint for remembering the password, the user’s temperature
measurement preference for reporting purposes, user role and
whether the user is active. Once any required information has
been entered, the user may record the user information and
associate it with the company profile by actuating user inter-
face element 1106. Similarly, after selecting a recorded and
associated user in user list 1112, the user may erase the
selected user information by actuating user interface element
1108. Lastly, the user may abort recordation or erasure by
actuating user interface element 1110.

User list 1112 may display a list of recorded users that are
associated with the company profile.

FIG. 12 depicts a Profile Wizard screen for associating
contacts with monitored devices. Devices screen 1200 may
include device section 1202. Device section 1202 may
include device contact entry subsection 1204, device list
1218, contact list 1220, device contact list 1222 and user
interface elements 1206-1216.

Device list 1218 may list all monitored device associated
with the company profile, and contact list 1220 may list all
contacts associated with the company profile.

Device contract entry subsection 1204 may enable the user
to associate a contact with a device. In one embodiment, this
association may be a many-to-many relationship, meaning
that a single device may be associated with multiple contacts
and a single contact may be associated with multiple devices.
To associate one or more contacts with one or more devices,
the user may first add contacts from contact list 1220 to device
contact list 1222. The user may add multiple contacts to
device contact list 1222 by repeatedly selecting contacts from
contact list 1220 and actuating user interface element 1206
until device contact list 1222 lists the desired contacts. The
user may remove a contact from contact list 1222 by selecting
the contact in device contact list 1222 and actuating user
interface element 1208.

Once device contact list includes the desired contacts, the
user may increase the priority ranking of the selected contact
relative to the other recorded and associated contacts by
selecting the contact from device contact list 1222 and actu-
ating user interface element 1210. Similarly, by actuating
user interface element 1212, the user may decrease the prior-
ity ranking of the selected contact.
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Once the device contact list includes the desired contacts in
the proper priority ranking, the user may assign the contact
list to one or more devices selected in device list 1218 by
actuating user interface element 1214. The user may assign
the current contact list to all 1218 devices by actuating user
interface element 1216.

FIG. 13 shows a Profile Wizard screen for adding users to
alist of those that receive automatic system generated reports
and configuring reporting preferences. Preferences screen
1300 may include preference section 1302. Preference sec-
tion 1302 may include preference entry subsection 1304,
report recipient list 1310, contact list 1312 and user interface
elements 1306-1308.

Preferences section 1302 may allow the user add a contact
selected in contact list 1312 to report recipient list 1310 by
actuating user interface element 1306. Similarly, the user may
remove a contact from report recipient list 1310 by selecting
the contact in report recipient list 1310 and actuating user
interface element 1308. Lastly, degree list 1314 and fre-
quency list 1316 may allow the user to specify these reporting
preferences for the contact currently selected in report recipi-
ent list 1310.

Contact list 1312 may list all of the contacts associated with
the company profile and report recipient list 1310 may list all
of'the contacts that have been designated to receive automati-
cally generated system reports. Degree list 1314 may list all
of the temperature measurement standards supported by the
system and frequency list 1316 may list all of the report
frequencies support by the system. In one embodiment, the
system can support degrees Fahrenheit and Celsius and
reporting frequencies include 30 days and 90 days.

FIG. 14 illustrates a Profile Wizard screen for displaying
the validity of the company profile. Validation screen 1400
may include validation section 1402. Validation section 1402
may include device validation warning list 1406, contact vali-
dation warning list 1408 and user interface elements 1404.

Validation section 1402 may allow the user to evaluate the
validity of the company profile as currently configured by
actuating user interface element 1404. Device validation
warning list 1406 may include devices for which are associ-
ated with fewer than 3 contacts. Contact validation warning
list 1408 may include contacts which are associated with
fewer than 2 phone numbers.

Referring to FIGS. 3A-3C, the event manager 34 is used by
the remote monitoring center 16 to assess device status. The
event viewer screen 70 provides a synopsis of data related to
adevice 18 for review at the event manager 34. Preferably, the
event viewer screen 70 provides data on a number of custom-
ers per screen. The RMS event viewer screen 70 is accessible
at the event manager 34. The event viewer screen 70 includes
an events page 72 (FIG. 3A), a tickets page 74 (FIG. 3B), and
an activities page 76 (FIG. 3C). The event viewer screen 70
can include an emails page 78, an audit trail page 80 and a
callbacks page (not shown), as well as other pages. In FIG.
3A, a snapshot of the events page 72 includes fields for a
company name 90, an identifier 92, an event description field
94, ticketID 96, a ticket state field 98, a count 100 and a date
field 102. Information on the screen 72 can be filtered by any
of'the fields 90, 92, 94, 96, 98, 100 and 102. For example, in
FIG. 3A, data are filtered by company name 90. In FIG. 3A,
events 71 are color coded and can be sorted by level of
importance for visual inspection, i.e., such that the most
severe events can be visually identified quickly. For example,
severe events 73 can appear in red, while less severe events 75
can appear in blue, with different colors representing grada-
tions of severity in between. Severe events automatically
create trouble tickets which outline the escalation process
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specific to an event 94. An operator at the monitoring center
16 selects an event 71, follows the escalation steps, adds
notes, creates bulletin boards and closes out open tickets in
the ticket state field 98.

In FIG. 3B, information is sorted by open tickets 104. A
selected open ticket 104 presents profile information for the
customer 90, as well as notes 106 related to the status of the
device 18. Each open ticket 104 is assigned to a service
individual 108 residing at the monitoring center 16. Data
related to the event, such as the frequency of the occurrence,
the urgency and the device data are presented on the event
viewer 70. Service is provided from the assigned individual
108 based on the event viewer 70 data. In FIG. 3C, activity
related to a particular ticket identification can be viewed. A
company contact 110 and mode of contact 112 are available to
the service individual. The contact 110 can be contacted
directly, or via passive means where indicated. The contact
information is that collected from the website 27, where the
customer has registered.

FIG. 18 shows another embodiment in which event man-
ager may include special highlighting for events that require
replacement parts, service dispatch, firmware upgrades or
other issues that require temporary escalation. In the depicted
embodiment, this special highlighting may include escalation
column 1802 and the coloring of rows representing escalation
events. In one embodiment, event manager may be displayed
in a window of a general-purpose computer as discussed
below with reference to FIG. 24.

According to one embodiment of the present invention, an
external system (e.g. a Siebel CRM system), may initiate an
action in response to an event (e.g. an escalation event) pro-
vided by the event manager and/or device. According to one
aspect of the invention, a monitoring service may provide
information to a CRM application. Conventionally, CRM
systems are stand-alone applications or, at most, provide
information to other applications. According to one embodi-
ment, a monitoring system provides data to a CRM applica-
tion, permitting the creation of a dynamic picture of custom-
er’s network from within the CRM application.

According to another embodiment of the present invention,
events or alarms may be “tagged” that require replacement/
repair of a monitored device. According to one embodiment,
the system may determine automatically whether there
should be some type of escalated action performed for a
monitored device. Such an action may be taken, for example,
by an inspection of escalation information associated with a
particular device and/or event, triggering an upgrade of soft-
ware or firmware, displaying an alert to an event viewer
application, or other action. In one example, the device may
be modified to report which event might require an escalation.
Conventionally, an operator must make a judgment decision
as to whether a particular device is repaired or replaced.

Referring to FIG. 4, areport is generated based on the data
collected at the event manager 34. The report 120 includes an
executive summary and details of the activity for a customer’s
devices 18 over a week, a month, a quarter, or a year. The
report 120 can be generated over another specified duration,
such as more frequently than a quarter, or less frequently than
a quarter.

The report 120 includes a contact portion 122 and an
executive summary 124. An executive summary 124 includes
a system availability analysis 126. The actions required sec-
tion 128 provides a brief synopsis for the customer for any
actions pending. The event summary includes an event sum-
mary table 130 and visual graph 132 showing the occurrence
of severe, warning, informational and total events over the
given time period. The report 120 also includes a severe
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events synopsis 134. A recommendations section 136 can, for
example, include event manager recommendations to
improve the efficiency of the devices 18 or to alter the system
at a customer site.

The report 120 also includes a details section 138. The
details section 138 provides a snapshot of an identified device
and its parameters over the time period, For example, the
details section 138 can include a breakdown of device activity
for UPSs 140, PDUs 142 and Environments 144 present at a
customer site, or other numbers of such tables. Information,
such as load percentage, runtime, balanced systems, power,
and temperature and humidity are summarized in the device
activity tables 140, 142 and 144. The report 120 can include
as many or as few device activity tables as there are devices/
systems at the customer site. System evaluation is possible via
the periodic reports 120. The customer or user accesses the
report 120 via the RMS website 27.

Referring to FIG. 4A, a computer monitor 150 includes the
report 120 as a screen view. The report 120 may be arranged
in a number of formats for presentation to the user. For
example, the Contact data 122, executive summary 124,
availability 126, actions required 128, event summary 130,
graph 132, severe events summary 134, recommendations
136, and details 138 sections can be arranged in any order
within the report 120. Different presentation formats, e.g.,
line graphs, pie charts, stacked bar charts, etc., may be used to
provide the information. Further, additional information can
be added or removed based on the event activity for the
specified time period.

The remote monitoring system 10 and reporting system
can be used for a variety of applications. An exemplary use of
the system 10 is to provide an integrated monitoring system
for use at a customer site. The customer site 12 can include
one or more devices in the monitoring scheme. The system 10
can be integrated into an environment where a user has a
separate monitoring center staff, rather than utilizing a cen-
tralized monitoring staft. These examples are not limiting, as
other applications are within the scope of the invention.

FIG. 6 depicts example company home page user interface
600, which may allow the user to evaluate the recent history
and current condition of monitored devices and access vari-
ous system functions. In one embodiment, this interface may
be displayed in a window of a general-purpose computer as
discussed below with reference to FIG. 24.

Company home page 600 may be developed using well-
known Internet technologies such as Java, Java Script, HTML
and XML. In one embodiment, company home page 600 may
be created using the well-known ZK AJAX technologies
available from the Potix Corporation. Although various
aspects of the invention may be developed using browser-
based computing tools, it should be appreciated that any
programming language, framework, or environment may be
used, and the invention is not limited to any particular imple-
mentation.

Company home page 600 may include navigation elements
to other system pages 602-610, which present the user with
various system functions as discussed below, and exit element
612 that allows the user to log off the system. Company home
page 600 may also include device summary status section
614, company relationship status section 618, event and ticket
history section 620 and white paper list 626, cach of which is
discussed in further detail below. Typically, the system will
automatically display company home page 600 to the user
after user log on, and the information displayed may be auto-
matically updated at regular intervals. Various users may
review company home page 600 including company users
such as monitoring center staff and management.
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Device status summary section 614 may present the user
with the current condition of monitored devices aggregated
into device groups. In the embodiment shown in FIG. 6,
monitored devices may be grouped by device functional type,
e.g. power distribution units (PDU’s), environmental units,
network cooling systems, uninterruptible power supplies
(UPS’s) or other devices. It should be appreciated that if a
particular company has no monitored devices that fall within
one of these categories then that category may be omitted
from device status summary section 614. When one or more
devices within a group encounter an anomaly, that group may
highlighted. In the FIG. 6 embodiment, this highlighting may
take on the form of a red attention status icon. As illustrated in
FIG. 6a, the user may then hover the mouse pointer over the
status icon to gain additional information regarding the prob-
lem, such as the serial number, device name and device loca-
tion of the device reporting the anomaly. Further drill-down
functionality may allow the user to click on the serial number
of the device to access the event log for that device, as
depicted in FIG. 64.

Company relationship status section 618 may present the
user with the current condition of the company profile and
agreement/contract status. As with device status summary
section 614 above, hovering the mouse point over the status
icon may enable the user to view more specific information
regarding the source of any validation or agreement prob-
lems. In one embodiment, actuating the status icon for profile
validation may cause the system to display validation screen
1400 depicted in FIG. 14 as discussed below. Actuating an
anomalous status icon associated with agreement status may
cause the system to display the user contract/agreement at
issue.

Event and ticket history section 620 may contain a graphi-
cal representation of monitored device anomalous events and
any resulting tickets within the previous time specified in date
horizon user interface element 624. In the embodiment shown
in FIG. 6, the graphical representation may be a line graph
that presents the daily volume of tickets and events as a
function of time. Date horizon user interface element 624
specifies that 7 days of historical data should be represented.
In one embodiment, date horizon user interface element 624
may default to 14, 30, 90 or a customer configurable number
of days. As shown by legend 628, events and tickets may be
displayed as separate data ranges. In one embodiment, events
and tickets may be combined into a single data range in a bar
graph representation.

Event and ticket history section 2004 may contain a graphi-
cal representation of monitored device anomalous events and
any resulting tickets within the previous year. In the embodi-
ment shown in FIG. 20, the graphical representation may be a
bar graph that presents the quarterly volume of tickets and
events as a function of time. As shown by legend 2008, events
and tickets may be displayed as separate data ranges. In one
embodiment, events and tickets may be combined into a
single data range in a line graph representation.

In another embodiment, white paper list 626 may provide
navigation elements to white papers focused on APC equip-
ment.

Navigation element 602 may invoke the Profile Wizard
interface discussed above. Navigation element 604 may allow
the user to view all of the monitored devices associated with
the company. Navigation element 606 may expose a link to
system reports. Navigation elements 608 and 610 may cause
the system to display a contacts user interface and user help,
respectively.

FIGS. 19-22 illustrate an example interface that may
enable users to view Key Performance Indictor (KPI) and
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related information. KPI’s may include metrics such as the
number of tickets that were not responded to within a target
timeframe and the actual response time for those instances
when the response time exceeded the target. More particu-
larly, FIG. 19 depicts KPI overview screen 1900 which may
include KPI history section 1902, event and ticket history
section 1904 and previous day section 1906.

KPI history section 1902 may display a graphical repre-
sentation of system KPI’s for the previous 30 day period. In
the embodiment shown in FIG. 19, the graphical representa-
tion may be a line graph that presents the number of times
KPI’s were not met per day as a function of time. In one
embodiment, the graphical representation may be a bar graph.

Event and ticket history section 1904 may contain a graphi-
cal representation of monitored device anomalous events and
any resulting tickets within the previous 30 days. In the
embodiment shown in FIG. 19, the graphical representation
may be a line graph that presents the daily volume of tickets
and events as a function of time. As shown by legend 1908,
events and tickets may be displayed as separate data ranges.
In one embodiment, events and tickets may be combined into
a single data range in a bar graph representation.

Previous day section 1906 may display a snapshot of met-
rics based on the previous 24 hour period. Information dis-
played in this section may include events and tickets as well as
summaries of the devices that generated the most events and
tickets in the previous 24 hours. Previous day section 1906
may also include user interface elements that enable the user
to export the information presented on KPI overview screen
1900 to a third party application, such as Microsoft Excel.

FIG. 20 may show KPI statistics screen 2000 which is
similar to KPI Overview screen 1900, but generally utilizes
more and older device data. KPI statistics screen 2000 may
include KPI previous year section 2002, event and ticket
history section 2004 and user and monitoring method section
2006.

KPI previous year section 2002 may display a graphical
representation of system KPI’s for the previous year. In the
embodiment shown in FIG. 20, the graphical representation
may be a line graph that presents the number of times KPI’s
were not met per quarter as a function of time. In one embodi-
ment, the graphical representation may be a bar graph.

Event and ticket history section 2004 may contain a graphi-
cal representation of monitored device anomalous events and
any resulting tickets within the previous year. In the embodi-
ment shown in FIG. 20, the graphical representation may be a
bar graph that presents the quarterly volume of tickets and
events as a function of time. As shown by legend 2008, events
and tickets may be displayed as separate data ranges. In one
embodiment, events and tickets may be combined into a
single data range in a line graph representation.

User and monitoring method section 2006 may display a
snapshot of metrics based on the previous 30 days. Informa-
tion displayed in this section may include metrics such as
customer count, agreement/contract count, device count and
agreement/contract renewal rate as well as the type and num-
ber of monitoring methods that are in use. User and monitor-
ing method section 2006 may also include user interface
elements that enable the user to export the information pre-
sented on KPI statistics screen 2000 to a third party applica-
tion, such as Microsoft Excel.

FIGS. 21 and 22 show an exemplary KPI report generation
interface which may allow the user to execute and view KPI
reports. FIG. 21 depicts a report generation screen 2100
which may include report execution section 2104 and report
results section 2102. The user may execute a report by sub-
mitting the information required in report execution section
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2104. This information may include the type of report
desired, the start and end date and time of the data to include
in the report and which facilities to include in the report. Once
any required information is submitted the system may display
the resulting report in report results section 2102.

As illustrated in FIG. 21, the information displayed by the
service level report may include operator identifier 2106,
number of tickets 2108, percentage of tickets opened within
target response time 2110, average response time 2112, mini-
mum response time 2114, and maximum response time 2116.
As shown in FIG. 22, the information displayed by the
delayed acknowledgement report may include ticket identi-
fier 2202, issue description 2204, operator identifier 2206 and
the response time 2208.

FIGS. 15-17 show an example user interface enabling
development, configuration and execution of business rules.
According to one embodiment, business rules enable various
vocational groups, e.g. support, sales and product develop-
ment, in a device manufacturing and monitoring company,
such as the APC Corporation, to perform management func-
tions related to devices installed in the field. For instance,
such functions may include obtaining information about the
installed device base, such as how the devices are performing
in the field, determining which devices do not have the latest
version of firmware and upgrading software on installed
devices, among other data and/or functions. This information
may be used to provide proactive support, understand device
behavior in the field and identify potential upgrade opportu-
nities. FIG. 17 illustrates business rule development screen
1700 which may include business rule definition section
1702, available business rule list 1708 and user interface
elements 1704-1706.

Business rule definition section 1702 may give develop-
ment personal the ability to create new business rules that can
be later configured by end users, such as monitoring center
staff. The information captured by business rule definition
section 1702 may include rule name, description, parameter
names, number of parameters, filter, SQL Query and param-
eter values. The user may create a new business rule by
entering the required information in business rule definition
section 1702 and actuating user interface element 1704. Simi-
larly, the user may abort the creation of a new business rule by
actuating user interface element 1706.

Available business rule list 1708 may list the business rules
that have already been created. The user may modify a rule
selected in list 1708 by changing the definition of the rule in
section 1702 and actuating user interface element 1704.

FIG. 15 depicts business rule configuration screen 1500
which may include business rule parameters section 1502,
configurable business rule list 1510 and user interface ele-
ments 1504-1508.

Business rule configuration section 1502 may allow users
having certain user roles to configure business rules to be used
by other system users. In one embodiment, any user with a
user role of (NOC) super administrator may configure busi-
ness rules. The information captured by business rule con-
figuration section 1502 may include the rule name, descrip-
tion, parameter values and whether or not the business rule is
active and thus available to other system users. The user may
execute a newly configured business rule by selecting the
desired business rule from configurable business rule list
1510, entering any information required by the business rule
in section 1502 and actuating user interface element 1504.
The user may save a configured business rule for later use by
entering any information required by the business rule in
section 1502 and actuating user interface element 1506. The
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user may exit business rule configuration screen 1500 without
saving the currently configured business rule by actuating
user interface element 1508.

Configurable business rule list 1510 may include all of the
business rules made available for configuration by the system
development staff.

FIG. 16 shows business rule results screen 1600 which may
include business rule results section 1602, executable busi-
ness rule list 1604 and user interface element 1606.

Executable business rule list 1604 may list all of active
configured business rules and may allow the user to execute
any of the listed business rules by selecting it. The results may
then be displayed in business rule results section 1602. The
user may export the results to a third party application, such as
Microsoft Excel, by actuating user interface element 1606.

In operation, referring to FIG. 5, with further reference to
FIGS. 1-4, a process 200 for monitoring and reporting device
status using the system 10 includes the stages shown. The
process 200, however, is exemplary only and not limiting. The
process 200 can be altered, e.g., by having stages added,
removed, or rearranged.

At stage 202, a user registers by entering contact informa-
tion at a web portal 26 or device user interface. The user can
make a one-time entry of customer profile information. The
user chooses to be a part of the remote monitoring service that
monitors and reports status information of the devices 18 at
the user site 12 by registering at the Remote Monitoring
Service website 27. The website 27 can be operated by the
remote monitoring center 16 or by a third party. The user
enters information, such as name, location, address, time
zone, and direct contact data. The customer data may also, or
alternatively, be sent by XML or HTTP post. Device regis-
tration is accomplished automatically via the API 24.

At stage 204, a monitored device 18 is started up. At start-
up, device information is sent automatically from the moni-
tored device 18 to the event manager 34. User data and device
data are associated at the monitoring center 16, e.g., using a
lookup table with device information (e.g., serial number)
and corresponding customer data. Devices at the user’s loca-
tion are associated with the user via the registration data
entered at the web portal 26. The device data can be XML
formatted and can be sent to the server 32 via HTTP post.

At stage 206, the API 24 sends heartbeats and/or separate
or included indicia of power events, environmental events, or
failure events for the device 18. For example, a power prob-
lem/event/anomaly or a return of power occurs at the device
18 and the API 24 reports the anomaly. The API 24 reports
information regarding the time of the anomaly and the loca-
tion of the device 18. The monitoring center 16 associates the
incoming HTTP post with the customer data and stores the
associated data in the database 30. The information is parsed,
e.g., by reading tags, and data are retrieved for storage.

At stage 208, detailed device information is retrieved. The
data are stored in the database 30. A staff member at the
remote monitoring center 16 can review and monitor the
device data using the event manager 34. For example, a staff
member can inspect power activity, power outages, event
occurrence and other status information related to one or
many of the devices at one or more customer sites 12. The
staff has a hyperlink to the remote monitoring website, and
device information is retrieved for use at the event manager
34. Device specifics may not be duplicated at the event man-
ager 34 due to the hyperlink.

At stage 210, the staff member at the event manager 34
contacts the customer based on the device data retrieved. For
example, if an event 71 has occurred, the event manager 34
displays the severity of the event 71 via a color-coded list of
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events 71. The event manager 34 can contact a customer
where an event has taken place.

At stage 212, the report 120 is generated, e.g., periodically.
The report 120 provides a snapshot of the device activity over
a specified duration. The report 120 can cover a set duration,
such as a one-month period of activity. Users access the report
via the RMS website 27, at the web portal 26 or received the
report via email or via postal service. Evaluation and analysis
of the event activity is provided through the report 120.

The process 200 depicts a preferable sequence of events.
Other stages can be added, or the order of stages can be altered
in the process 200. For example, device data can be received
prior to receiving customer registration data. In this instance,
the device data are held in a limbo state at the server 32 until
the accompanying customer data is received.

At least one aspect of the present invention relates to the
user completing a company profile through the Profile Wiz-
ard. The high level procedural flow of this method is shown in
FIG. 27, with further reference to FIGS. 1 and 7-14, and may
consist primarily of the Profile Wizard prompting the user to
enter company information 2704, enter facilities information
2706, enter contacts information 2708, enter users informa-
tion 2710, associate contacts with devices 2712, enter pref-
erences information 2714 and check the validity of the com-
pany profile 2716. Components of this process may be
implemented using a general-purpose computer system as
discussed with regard to FIG. 24 below and accessed through
web portal 26.

At stage 2702, process 2700 begins. At stage 2704, the
Profile Wizard may prompt the user to enter the information
required by company screen 800. In one embodiment, this
information may include company name, company phone,
company contact first name, company contact last name and
company contact phone number. After entering all of the
required information, user may actuate common user inter-
face element 728 to move the next Profile Wizard screen.

At stage 2706, the Profile Wizard may prompt the user to
enter the information required by facilities screen 900. In one
embodiment, this information may include facility name,
address, country, city/municipality and time zone. After
entering all of the required information, user may actuate
common user interface element 728 to move the next Profile
Wizard screen.

At stage 2708, the Profile Wizard may prompt the user to
enter the information required by contacts screen 1000. In one
embodiment, this information may include first name, last
name, email address, facility and phone number. After enter-
ing all of the required information, user may actuate user
common interface element 728 to move the next Profile Wiz-
ard screen.

At stage 2710, the Profile Wizard may prompt the user to
enter the information required by users screen 1100. In one
embodiment, this information may include name, login, pass-
word, confirm password and user role. After entering all of the
required information, user may actuate common user inter-
face element 728 to move the next Profile Wizard screen.

At stage 2712, the Profile Wizard may prompt the user to
associate contacts with devices using devices screen 1200. In
one embodiment, the user may associate contacts with
devices in any manner described above with regard to devices
screen 1200. After associating all devices with contacts, user
may actuate common user interface element 728 to move the
next Profile Wizard screen.

At stage 2714, the Profile Wizard may prompt the user to
enter the information required for a contact to receive report
120 using preferences screen 1300. After entering all of the
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desired information, user may actuate common user interface
element 728 to move the next Profile Wizard screen.

At stage 2716, the Profile Wizard may prompt the user to
check the validity of the company profile using validation
screen 1400. In one embodiment, the user may check the
validity of the company profile by actuating user interface
element 1404. The user may use any errors or warning
reported by validation screen 1400 to make corrections to the
company profile. Once no validation errors or warnings exist,
stage 2718 is reached, and process 2700 ends.

The process 2700 depicts a preferable sequence of events.
Other stages can be added, or the order of stages can be altered
in the process 2700 without departing from the spirit of the
present invention.

Other embodiments are within the scope and spirit of the
appended claims. For example, due to the nature of software,
functions described above can be implemented using soft-
ware, hardware (e.g., an embedded web card), firmware,
hardwiring, or combinations of any of these. Features imple-
menting functions may also be physically located at various
positions, including being distributed such that portions of
functions are implemented at different physical locations.
Additionally, power status information can be provided only
when an event occurs, rather than at regular intervals.

Other embodiments of the MD 22 are possible. For
example, the MD 22 may be located in or attached to (e.g.,
inserted into a receptacle of) the devices 18. Such devices
would be configured to communicate with the network 14 and
provide management information.

The above defined processes 200 and 2700, according to
one embodiment of the invention, may be implemented on
one or more general-purpose computer systems. For
example, various aspects of the invention may be imple-
mented as specialized software executing in a general-pur-
pose computer system 400 such as that shown in FIG. 24.
Computer system 400 may include one or more output
devices 401, one or more input devices 402, a processor 403
connected to one or more memory devices 404 through an
interconnection mechanism 405 and one or more storage
devices 406 connected to interconnection mechanism 405.
Output devices 401 typically render information for external
presentation and examples include a monitor and a printer.
Input devices 402 typically accept information from external
sources and examples include a keyboard and a mouse. Pro-
cessor 403 typically performs a series of instructions result-
ing in data manipulation. Processor 403 is typically a com-
mercially available processor such as an Intel Pentium,
Motorola PowerPC, SGI MIPS, Sun UltraSPARC, or
Hewlett-Packard PA-RISC processor, but may be any type of
processor. Memory devices 404, such as a disk drive,
memory, or other device for storing data is typically used for
storing programs and data during operation of the computer
system 400. Devices in computer system 400 may be coupled
by at least one interconnection mechanism 405, which may
include, for example, one or more communication elements
(e.g., busses) that communicate data within system 400.

The storage device 406, shown in greater detail in FIG. 25,
typically includes a computer readable and writeable non-
volatile recording medium 911 in which signals are stored
that define a program to be executed by the processor or
information stored on or in the medium 911 to be processed
by the program. The medium may, for example, be a disk or
flash memory. Typically, in operation, the processor causes
data to be read from the nonvolatile recording medium 911
into another memory 912 that allows for faster access to the
information by the processor than does the medium 911. This
memory 912 is typically a volatile, random access memory
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such as a dynamic random access memory (DRAM), static
memory (SRAM) or flash memory. It may be located in
storage device 406, as shown, or in memory device 404. The
processor 403 generally manipulates the data within the
memory 404, 912 and then copies the data to the medium 911
after processing is completed. A variety of mechanisms are
known for managing data movement between the medium
911 and the memory 404, 912, and the invention is not limited
thereto. The invention is not limited to a particular memory
device 404 or storage device 406.

Computer system 400 may be implemented using specially
programmed, special purpose hardware, or may be a general-
purpose computer system that is programmable using a high-
level computer programming language. For example, com-
puter system 400 may include cellular phones and personal
digital assistants. Computer system 400 usually executes an
operating system which may be, for example, the Windows
95, Windows 98, Windows NT, Windows 2000, Windows
ME, Windows XP, Windows Vista or other operating systems
available from the Microsoft Corporation, MAC OS System
X available from Apple Computer, the Solaris Operating Sys-
tem available from Sun Microsystems, or UNIX operating
systems available from various sources (e.g., Linux). Many
other operating systems may be used, and the invention is not
limited to any particular implementation. For example, an
embodiment of the present invention may instruct network
devices to change power consumption a general-purpose
computer system with a Sun UltraSPARC processor running
the Solaris operating system.

Although computer system 400 is shown by way of
example as one type of computer system upon which various
aspects of the invention may be practiced, it should be appre-
ciated that the invention is not limited to being implemented
on the computer system as shown in FIG. 24. Various aspects
of the invention may be practiced on one or more computers
having a different architecture or components than that shown
in FIG. 24. To illustrate, one embodiment of the present
invention may retrieve detailed device information using sev-
eral general-purpose computer systems running MAC OS
System X with Motorola PowerPC processors and several
specialized computer systems running proprietary hardware
and operating systems.

As depicted in FIG. 26, one or more portions of the system
may be distributed to one or more computers (e.g., systems
109-111) coupled to communications network 108. These
computer systems 109-111 may also be general-purpose
computer systems. For example, various aspects of the inven-
tion may be distributed among one or more computer systems
configured to provide a service (e.g., servers) to one or more
client computers, or to perform an overall task as part of a
distributed system. More particularly, various aspects of the
invention may be performed on a client-server system that
includes components distributed among one or more server
systems that perform various functions according to various
embodiments of the invention. These components may be
executable, intermediate (e.g., IL) or interpreted (e.g., Java)
code which communicate over a communication network
(e.g., the Internet) using a communication protocol (e.g.,
TCP/IP). To illustrate, one embodiment may display valida-
tion screen 1400 though a browser interpreting HTML forms
and may retrieve detailed device information using a data
translation service running on a separate server.

Various embodiments of the present invention may be pro-
grammed using an object-oriented programming language,
such as SmallTalk, Java, C++, Ada, or C# (C-Sharp). Other
object-oriented programming languages may also be used.
Alternatively, functional, scripting, and/or logical program-
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ming languages may be used. Various aspects of the invention
may be implemented in a non-programmed environment
(e.g.,documents created in HTML, XML or other format that,
when viewed in a window of a browser program, render
aspects of a graphical-user interface (GUI) or perform other
functions). Various aspects of the invention may be imple-
mented as programmed or non-programmed elements, or any
combination thereof. For example, preferences screen 1300
may be implemented using a Microsoft Word document while
the application designed to send device data heartbeats may
be written in C++.

It should be appreciated that a general-purpose computer
system in accord with the present invention may perform
functions outside the scope of the invention. For instance,
aspects of the system may be implemented using an existing
commercial product, such as, for example, Database Man-
agement Systems such as SQL Server available from
Microsoft of Seattle Wash., Oracle Database from Oracle of
Redwood Shores, Calif., and MySQL from MySQL AB of
UPPSALA, Sweden and WebSphere middleware from IBM
of Armonk, N.Y. If SQL Server is installed on a general-
purpose computer system to implement an embodiment of the
present invention, the same general-purpose computer sys-
tem may be able to support databases for sundry applications.

Based on the foregoing disclosure, it should be apparent to
one of ordinary skill in the art that the invention is not limited
to a particular computer system platform, processor, operat-
ing system, network, or communication protocol. Also, it
should be apparent that the present invention is not limited to
a specific architecture or programming language.

Having thus described several aspects of at least one
embodiment of this invention, it is to be appreciated various
alterations, modifications, and improvements will readily
occur to those skilled in the art. Such alterations, modifica-
tions, and improvements are intended to be part of this dis-
closure, and are intended to be within the spirit and scope of
the invention. Accordingly, the foregoing description and
drawings are by way of example only.

What is claimed is:

1. A computer-implemented method of remotely monitor-
ing an uninterruptible power supply (UPS), the method com-
prising:

detecting, by a management device implemented in hard-

ware and included within the UPS, an operational con-
dition of the UPS;

generating, by the management device, status update infor-

mation using a self-describing computer language, the
status update information describing the operational
condition of the UPS and including at least one of a load
percentage, a temperature, and a humidity;

sending, by the management device, the status update

information to a first remote computer via a communi-
cation network;

receiving, by the management device, at least one com-

mand for the UPS via the communication network, the at
least one command being configured to change at least
one characteristic of the UPS; and

changing the at least one characteristic of the UPS based on

the at least one command and configuration information
associated with the UPS.

2. The method according to claim 1, further comprising:

receiving, by a second remote computer, registration infor-

mation descriptive of an owner of the UPS and identify-
ing the UPS;

generating, by the second remote computer, registration

update information using the registration information,
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the registration update information being formatted in
the self-describing computer language; and

sending, by the second remote computer, the registration

update information to the first remote computer via the
communication network.

3. The method according to claim 2, further comprising:

receiving, by the first remote computer, the status update

information;

receiving, by the first remote computer, the registration

update information; and

associating, by the first remote computer, the status update

information with the owner described in the registration
information.

4. The method according to claim 3, wherein associating
the status update information with the owner includes asso-
ciating the UPS with the owner.

5. The method according to claim 4, wherein sending the
status update information includes sending the status update
information via an HTTP post and sending the registration
update information includes sending the registration update
information via an HTTP post.

6. The method according to claim 5, wherein generating the
status update information includes formatting the status
update information in eXtensible Markup Language (XML)
and generating the registration update information includes
formatting the registration update information in XML.

7. The method according to claim 6, further comprising:

identifying an upgrade plan for the UPS; and

presenting the upgrade plan to a user associated with the

owner.

8. A non-transitory computer readable medium storing
sequences of instruction to remotely monitor an uninterrupt-
ible power supply (UPS), the sequences of instruction includ-
ing a first sequence of instructions that instruct at least one
processor to:

detect an operational condition of the UPS;

generate status update information using a self-describing

computer language, the status update information
describing the operational condition of the UPS and
including at least one of a load percentage, a tempera-
ture, and a humidity;

send the status update information to a first remote com-

puter via a communication network

receive at least one command for the UPS via the commu-

nication network, the at least one command being con-
figured to change at least one characteristic of the UPS;
and

transmit one or more commands to the UPS, the one or

more commands being based on the at least one com-
mand and configuration information associated with the
UPS.

9. The computer readable medium according to claim 8,
wherein the sequences of instruction include a second
sequence of instructions that instruct at least one processor to:

receive registration information descriptive of an owner of

the UPS and identifying the UPS;

generate registration update information using the registra-

tion information, the registration update information
being formatted in the self-describing computer lan-
guage; and

send the registration update information to the first remote

computer via the communication network.

10. The computer readable medium according to claim 9,
wherein the sequences of instruction include a third sequence
of instructions that instruct at least one processor to:

receive the status update information;

receive the registration update information; and
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associate the status update information with the owner

described in the registration information.

11. The computer readable medium according to claim 10,
wherein the third sequence of instructions associates the sta-
tus update information with the owner by associating the UPS
with the owner.

12. The computer readable medium according to claim 11,
wherein the first sequence of instructions sends the status
update information via an HTTP post and the second
sequence of instructions sends the registration update infor-
mation via an HTTP post.

13. The computer readable medium according to claim 12,
wherein the first sequence of instructions formats the status
update information in eXtensible Markup Language (XML)
and the second sequence of instructions formats the registra-
tion update information in XML.

14. A remote monitoring hardware system comprising:

an uninterruptible power supply (UPS) including:

a first communication interface configured to communi-
cate with a management device; and

at least one management device coupled to the first com-

munications interface, the at least one management
device including:
a second communications interface configured to com-
municate with a communications network; and
at least one hardware processor coupled to the commu-
nications network via the second communications
interface, the at least one hardware processor being
configured to:
detect an operational condition of the UPS via the first
communications interface, the operational condi-
tion including at least one of a load percentage, a
temperature, and a humidity;
generate status update information using a self-de-
scribing computer language, the status update
information describing the operational condition of
the UPS;
send the status update information to a first remote
computer via the communication network;
receive at least one command for the UPS via the
second communications interface, the at least one
command being configured to change at least one
characteristic of the UPS; and
transmit one or more commands to the UPS via the
first communications interface, the one or more
commands being based on the at least one com-
mand and configuration information associated
with the UPS.

15. The remote monitoring system according to claim 14,
further comprising a second remote computer configured to:

receive registration information descriptive of an owner of

the UPS and identifying the UPS;

generate registration update information using the registra-

tion information, the registration update information
being formatted in the self-describing computer lan-
guage; and

send the registration update information to the first remote

computer via the communication network.

16. The remote monitoring system according to claim 15,
further comprising the first remote computer, the first remote
computer being configured to:

receive the status update information;

receive the registration update information; and

associate the status update information with the owner

described in the registration information.
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17. The remote monitoring system according to claim 16,
wherein the first remote computer is configured to associate
the status update information with the owner by associating
the UPS with the owner.

18. The remote monitoring system according to claim 17,
wherein the at least one processor is configured to send the
status update information via an HTTP post and the second
remote computer is configured to send the registration update
information via an HTTP post.

19. The remote monitoring system according to claim 18,
wherein the self-describing computer language includes
eXtensible Markup Language (XML).

20. The remote monitoring system according to claim 19,
wherein the first remote computer includes a promotions
module configured to:

identify an upgrade plan for the UPS; and

present the upgrade plan to a user associated with the

owner.
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